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How to use the NIMSCAST System

1. Logging in:

www.fema.gov/nimscast/index.jsp
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Reset Password

Login

Users Guide fpan Create an account outside the offcial permission-based

Acronyms system.

Glossary Lost orforgotten password

Announcements

Frequently Asked 2008 NIMS Compliance Objectives now available in NIMSCAST
Questions

The National Integration Center (NIC) Incident Wanagement Systems Integration Division has completed ts integration of the 2008 NIMS Compliance

Metrics / Legacy

Objeciives into the NIMS Compliance Assistance Support Tool (NINSCAST).
Assessment ool

oS ‘The supportfunctions of the NIMSCAST have been reviewed and greatly enhanced based on the feedback we have received since the tool was first

s T launched in January, 2005. Please letus know (ia Questions/Comments link) f there are features that are not working for your purposes, or fthere  —
acShes are additional features of reports that would assist you in implementing the NIMS nationwide.

NINS Document fpa

Al established accounts, user permissions and/or rolled-up assessments that were previously entered in the NIMSCAST have been maintained

s of June 20, 2008 the NIMSCAST will no longer be collecting responses to the 20052006 NICAST assessments, data entered into the system

will il be available for review via the reporting functions. Access to the abilityto change 2007 NIMSCAST data will also be restricted on a State by
State basis.

OMB NO.: 1660-0087
EXPIRATION DATE: 11/30/2009 [

[ @ mene ENTae





2. Creating a new account: 
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[Current Account]» USA » Region 2 » Maryland Bauestionsicomments

Create a New Account
Use this form to create a new sub-account. Provide the following information for the account:

‘Account Name - A concise name for the account.
Description - A longer optional description of the account
Jurisdiction Type - A selection of available jurisdiction types, will control what version of the mefrics is available.
Discipline - Select as many disciplines as apply to the population represented by this new account.
State - Verfy the correct state is selected, will be readonlyif state is already designated by location in account hierarchy.
‘County -For local jurisdiction types only, select the county that best describes the jurisdictions location.
Tribe - For ribal jurisdiction types only, select e tribe that best describes the jurisdictions.
Partcipation Type - A choice describing how metrics wil be collected for this account
‘The following selections may not be available if restrictions have been placed on this account These can only be edited if user has
‘administrator access to the parent account.
© Allow Assessments - Check this boxto allow the account o fil out assessments.
© Add Permissions To Account Immediately After Account Creation - Ater this account s created, you will be forwarded to the Add
Permissions page.

* denotes a required field

AccountName*:  [Test

Description:

Jurisdiction Type*:

Disciplines*: | Emergency Management

Acronyms T Law Enforcement
Glossary T Fiefiohting
Announcements I Haztiat
T Search & Rescue
Frequenty Asked I Emergency Medical Senices =
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3. Creating permissions: 
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Permissions
‘The table below list the users currently associated with the current account. From this page you can o the following actions:
« Add a userto this account by clicking on the “Add 3 User” link below.
» Change an already associated users permission type by clicking on the link provided for their current permission type.
+ Remove an existing association with a user by clicking on the X ot right of the user.
Valid Permission types are:
‘Admin - Gives user full access to account, including associating additional users and submiting for rollup.
‘Standard with Rollup - Allows user to provide responses to and ollup survey but not manage users.
‘Standard without Rollup - Allows userto provide responses to survey but not manage users or submitfor rollup. =
Read-only - Gives user access to view reports on this account but not enter any data, manage users or submitfor rollup.
Read-only with Inheritance - Gives the user read-only access to the entire account structure at and below the account but not enter any data,
‘manage users or submit for rollup.
None - Expliciy removes access to this account (not recommended).

Add a User
Name v Email Organization Phone Permission Type

(i
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4. Assessments: main screen
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Welcome to the new NIMSCAST!

Listed below are the available NIISCAST modules for your account.Prior year assessments that are no longer available for update are shown in
‘summary form only. Click on a section link o begin answering the survey.

Last Update Date: n/a.

FY2008 NIMS Implementation Objectives for States and Territories Last Rollup Date: n/a

Sections Complete FY2008  FY2009+
NIMS Adoption Compliance Objectives. 0/6(0%  016(0%)
Preparedness: Planning Compliance Objectives 0/2(0%  012(0%)
Preparedness: Training Compliance Objectives 0/7(0%  0/6(0%)  0/1(0%)
Preparedness: Exercises Compliance Objectives 0/3(0%)  013(0%)
Communications and Information Management Compliance Objectives 0/2(0%  012(0%)
Resource Management Compliance Objectives 0/4(0%)  014(0%)
Command and Management Compliance Objectives 0/4(0%)  014(0%)
Overall 0/28(0%  0127(0%  0/1(0%)

Note: Metrics for only 1 of the compliance objeciives for FY2009 and beyond is captured, referto the documents located here to review all of the
projected compliance objecives for FY2009 and FY2010

Actonyms . ) Last Update Date: n/a
Glossary FY2007 NIMS Compliance Metrics: State/Territory Last Rollup Date: n/a
Announcements Updates to this Module are no longer being collected. Contact your State representative if updates are absolutely necessary.
Complete Tier 1 Tier2
Frequenty Asked
Greame overall 0153 (0% 0125 (0% 0/34(0%) =
T [o% -,
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Assessment Guidance for State Agencies

In order for a State Agency to successfully “roll-up” their assessment (submit it to be included within the overall State assessment) every question must be answered.  There are several questions listed below that the State Agencies will be asked to answer “yes” even though those actions are not being conducted by the individual State Agency but are being conducted at MEMA.  MEMA will be representing the work of the entire state though it’s answers in the statewide assessment.  
The below guidance can also be found within the NIMSCAST system under “State Guidance”.  
FY2008 NIMS Compliance Metrics(State) 

	NIMS Adoption Compliance Objectives 

	1. Adoption 
Compliance Objective 1: Adopt NIMS by all State/Territorial Departments/Agencies; as well as promote and encourage NIMS adoption by associations, utilities, nongovernmental organizations (NGOs) and private sector emergency management and incident response organizations.

	Enabled (disable | edit | delete) 
Guidance: 1.1 State Agencies can click "yes". The Governors Executive Order 01.01.2005.09 signed on March 4th, 2005. 1.2 The Governors Executive Order it does not expire. 1.3 MEMA promotes NIMS adoption. Click "yes". 

	2. Communicate, Monitor and Implement all NIMS requirements across the State/Territory 
Compliance Objective 2: Establish and maintain a planning process to communicate, monitor and implement all NIMS requirements across the State/Territory (including within Departments/Agencies), including local governments. This process must provide a means for measuring progress and facilitate reporting.

	Disabled (enable | edit | delete) 
Guidance: Click "yes". MEMA is responsible for this and MEMA's Assessment Roll-up will address this. 

	3. Point of Contact 
Compliance Objective 3: Designate and maintain a single point of contact within government to serve as principle coordinator for NIMS implementation jurisdiction-wide (to include principal coordinator for NIMS implementation within each Department/Agency.

	Disabled (enable | edit | delete) 
Guidance: Christina Crue is the State's interim POC. Therefore, click "yes" for question 3.1. For questions 3.2 please answer "yes" for part 3.2.1 and "1" for both 3.2.2 and 3.2.3. MEMA will report on behalf of the entire State in thier Assessment Roll-up 

	4. Implementation Strategy 
Compliance Objective 4: Ensure that Federal Preparedness Awards [to include, but not limited to, DHS Homeland Security Grant Program and Urban Area Security Initiative Funds] to State/Territorial/Tribal/local Departments/Agencies support all required NIMS compliance requirements.

	Disabled (enable | edit | delete) 
Guidance: Click "N/A" 

	5. Ensure Federal Preparedness Funding support NIMS 
Compliance Objective 5: Routinely include NIMS compliance objectives in all audits, conducted by State/Territorial audit agencies and review organizations, associated with Federal Preparedness Awards.

	Disabled (enable | edit | delete) 
Guidance: Click "N/A" 

	6. Assist Tribal Nations with NIMS implementation as appropriate 
Compliance Objective 6: Assist Tribal Nations with formal adoption and implementation of NIMS.

	Disabled (enable | edit | delete) 
Guidance: Click "N/A" 

	Preparedness: Planning Compliance Objectives 

	7. Revise and update plans 
Compliance Objective 7: Revise and update State/Territorial emergency operations plans (EOPs), standard operating procedures (SOPs), and standard operating guidelines (SOGs) to incorporate NIMS and National Response Framework (NRF) components, principles and policies, to include planning, training, response, exercises, equipment, evaluation, and corrective actions.

	Disabled (enable | edit | delete) 
Guidance: MEMA has updated the Emergency Operations Plan to incorporate NIMS and NRF concepts. Has your agency reviewed and/or revised your SOPs or SOGs? 

	8. Promote and develop intrastate and interstate mutual aid agreements 
Compliance Objective 8: Promote and/or develop intrastate and interagency mutual aid agreements and assistance agreements (to include agreements with the private sector and NGOs).

	Disabled (enable | edit | delete) 
Guidance: Maryland promotes ad develops mutual aid agreements and assistance agreements - such as the Maryland Emergency Management Assistance Compact. MEMA is also active in creating agreements with the private sector. Click "yes" to all of 8.1. 

	Preparedness: Training Compliance Objectives 

	9. Utilize existing resources to coordinate and deliver NIMS training 
Compliance Objective 9: Use existing State/Territorial resources such as programs, personnel and training facilities to coordinate and deliver NIMS training.

	Disabled (enable | edit | delete) 
Guidance: If your agency actively conducts NIMS Training do you use pre-existing resources to conduct that training, i.e. personnel on staff, training programs already developed, training rooms used for training other than NIMS. If you only get your NIMS training from MEMA, click "yes", MEMA uses existing resources to coordinate and deliver NIMS training. 

	10. Complete IS-700 NIMS: An Introduction 
Compliance Objective 10: Ensure that IS-700 NIMS: An Introduction training is completed by appropriate State/Territorial personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	Disabled (enable | edit | delete) 
Guidance: If you are unsure on who needs to have what level of training go to http://www.mema.state.md.us/NIMS/index.jsp and reference the Maryland Emergency Management Agency's NIMS-Compliant Training Reference Chart or refer to your agency's NIMS Implementation Plan. 

	11. Complete IS-800A/B NRF: An Introduction 
Compliance Objective 11: Ensure that IS-800A/B National Response Framework: An Introduction training is completed by appropriate State/Territorial personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	12. Complete ICS-100 Introduction to ICS 
Compliance Objective 12: Ensure that ICS-100: Introduction to ICS training is completed by appropriate State/Territorial personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	13. Complete ICS-200 ICS for Single Resources and Initial Action Incidents 
Compliance Objective 13: Ensure that ICS-200: ICS for Single Resources and Initial Action Incidents training is completed by appropriate State/Territorial personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	14. Complete ICS-300 Intermediate ICS 
Compliance Objective 14: Ensure that ICS-300: Intermediate ICS training is completed by appropriate State/Territorial personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	(new) Complete ICS-400 Advanced ICS 
FY2009 Compliance Objective: Ensure that ICS-400: Advanced ICS training is completed by appropriate State/Territorial personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	Disabled (enable | edit | delete) 
Guidance: ICS 400 is a FY '09 requirement. 

	Preparedness: Exercises Compliance Objectives 

	15. Incorporate NIMS concepts and principles into all State/Territorial training and exercises 
Compliance Objective 15: Incorporate NIMS concepts and principles into all appropriate State/Territorial training and exercises.

	Disabled (enable | edit | delete) 
Guidance: If you only participate in MEMA exercises you can click "yes" to these. We exercise each of the listed functions in every exercise. 

	16. Plan and/or Participate in all-hazards exercise program 
Compliance Objective 16: Plan for and/or participate in an all-hazards exercise program [for example, Homeland Security Exercise and Evaluation Program] that involves emergency management/response personnel from multiple disciplines and/or multiple jurisdictions.

	Disabled (enable | edit | delete) 
Guidance: If you participate in exercises at MEMA they are based on an all-hazards exercise program. If you also develop your own exercises be sure to think about how you use the capabilities based planning concepts to develop exercises. Therefore, if you exercise to certain hazards specified within your hazard and vulnerability assessment that is great. If you exercise your capabilities during that exercise you are exercising your ability to prepare for, respond to, and recover from all hazards that is better. For those agencies that participated in the May Hurricane Exercise you can click "yes" to each of 16.2 questions. For 16.3 remember exercises such as Calvert Cliffs, PeachBEX, the May Functional Exercise, the NCR Senior Leaders TTX, the Statewide Pandemic Flu Exercise, etc. 

	17. Incorporate corrective actions into preparedness and response plans and procedures 
Compliance Objective 17: Incorporate corrective actions into State/Territorial preparedness and response plans and procedures.

	Disabled (enable | edit | delete) 
Guidance: All exercises should have AAR’s and Improvement Plans attached. Those AAR’s and Improvement Plans should outline your corrective actions. So basically, do you fix what you identify to be a problem? Potential fixes often include buying equipment to fill a gap, fixing an existing plan, and training. If you only participate in MEMA exercises you can click "yes" here. We conduct AARs and Improvement Plans for every exercise. 

	Communications and Information Management Compliance Objectives 

	18. Apply Common and Consistent Terminology 
Compliance Objective 18: Apply common and consistent terminology as used in NIMS, including the establishment of plain language (clear text) communications standards.

	Disabled (enable | edit | delete) 
Guidance: Do you use plain language and common terminology when you communicate? 

	19. Utilize Systems, Tools and Process to present consistent and accurate information 
Compliance Objective 19: Utilize systems, tools, and processes to present consistent and accurate information (e.g., common operating picture) during an incident/planned event.

	Disabled (enable | edit | delete) 
Guidance: If you are a member of the State Emergency Operations Center you use systems, tools, and processes to ensure accurate communication during an event. Systems include WebEOC. Tools would include Incident Log within WebEOC. Processes include incorporating the use of these systems and tools within your plans. 

	Resource Management Compliance Objectives 

	20. Inventory response assets to conform to NIMS National Resource Typing Definitions 
Compliance Objective 20: Inventory State/Territorial response assets to conform to NIMS National Resource Typing Definitions, as defined by FEMA's Incident Management Systems Integration Division.

	Disabled (enable | edit | delete) 
Guidance: Resources were inventoried and typed to conform to NIMS National Resource Typing Definitions Statewide in 2004-2005. All typed resources can be found in the Resource Inventory Board in WebEOC. 

	21. Utilize response asset inventory 
Compliance Objective 21: Utilize State/Territorial response asset inventory for intrastate and interstate mutual aid requests [such as Emergency Management Assistance Compact (EMAC)], training, exercises, and incidents/planned events.

	Disabled (enable | edit | delete) 
Guidance: Within the SEOC we use the typed resource list for each of these sub-categories. 

	22. Ensure Interoperability 
Compliance Objective 22: Ensure that equipment, communications and data systems acquired through State/Territorial and local acquisition programs are interoperable.

	Disabled (enable | edit | delete) 
Guidance: Click "yes" here. MEMA has the responsibility for this item and will answer on behalf of the State. 

	23. Initiate development of State/Territory-wide credentialing system 
New in FY2008 Compliance Objective:23: Initiate development of a State/Territory-wide system to credential emergency management/response personnel to ensure proper authorization and access to an incident, including those involving mutual aid agreements and/or assistance agreements.

	Disabled (enable | edit | delete) 
Guidance: Click "yes" here. MEMA will answer this question on behalf of the State under their Assessment Roll-up. 

	Command and Management Compliance Objectives 

	24. Manage incidents/planned events is accordance with ICS 
Compliance Objective 24: Manage all incidents/ planned events in accordance with Incident Command System (ICS) organizational structures, doctrine and procedures. ICS implementation must include the consistent application of Incident Action Planning (IAP) and common communications plans, as appropriate.

	Disabled (enable | edit | delete) 
Guidance: If you do not have response capabilities within your agency please click "yes" for questions 24.1 - 24.3 and in the note section state "my agency does not have response capabilities". If you have response capabilities please answer 24.1-24.3. 24.3 - The Common Communication Plan is used during an incident or event when operational and support units from various agencies are involved and need to maintain communications. 

	25. Multi-agency Coordination System 
Compliance Objective 25: Coordinate and support emergency management and incident response activities through the development and use of integrated Multiagency Coordination System (MACS) [i.e., develop and maintain connectivity between local Incident Command Posts (ICP), local 911 Centers, local Emergency Operations Centers (EOCs), the State/Territorial EOC, and Regional and Federal EOCs and NRF organizational elements].

	Disabled (enable | edit | delete) 
Guidance: Click "yes" and all choices under 25.1. The SEOC coordinates all of these functions on behalf of the State. 

	26. Public Information 
Compliance Objective 26: Institutionalize, within the framework of ICS, Public Information, [e.g., Joint Information System (JIS) and a Joint Information Center (JIC)] during an incident/planned event.

	Disabled (enable | edit | delete) 
Guidance: Is there the ability for your PIO’s to establish a Joint Information System (JIS) to communicate and synchronize information during an incident? 

	27. Public Information: Ensure information is gathered, verified, coordinated and disseminated 
Compliance Objective 27: Ensure that State/Territorial Public Information procedures and processes can gather, verify, coordinate, and disseminate information during an incident/planned event.

	Disabled (enable | edit | delete) 
Guidance: Do your PIO’s have a process to do the tasks listed? 


	


Assessment Guidance for Local Jurisdictions

In order for a State Agency to successfully “roll-up” their assessment (submit it to be included within the overall State assessment) every question must be answered.  Below are some helpful tips and guidance to answer individual assessment questions.  

Please note that if you would like to delegate local departments or agencies to report in sub-folders for the local jurisdiction you can do so by using the “Manage Sub-Accounts” function.  Be sure that those sub-account participants know that every question must be answered for their information to be successfully captured in the roll-up process. 
The below guidance can also be found within the NIMSCAST system under “State Guidance”.  

FY2008 NIMS Compliance Metrics(Local) 

	NIMS Adoption Compliance Objectives 

	1. Adoption 
Compliance Objective 1: Adopt NIMS by all local government departments/agencies; as well as promote and encourage NIMS adoption by associations, utilities, nongovernmental organizations (NGOs) and private sector emergency management and incident response organizations.

	Disabled (enable | edit | delete) 
Guidance: 1.1 All local jurisdictions have adopted NIMS through either proclamation or resolution. 1.3 Think about what you do to promote NIMS. Do you have the private sector, utilities, and nongovernmental organizations represented in your EOC? Do you promote NIMS through your EOC? 

	3. Point of Contact 
Compliance Objective 3: Designate and maintain a single point of contact within government to serve as principle coordinator for NIMS implementation jurisdiction-wide (to include principal coordinator for NIMS implementation within each Department/Agency.

	Disabled (enable | edit | delete) 
Guidance: The point of contact could be the local emergency manager or planner. The State’s NIMS POC is at MEMA. 

	4. Implementation Strategy 
Compliance Objective 4: Ensure that Federal Preparedness Awards [to include, but not limited to, DHS Homeland Security Grant Program and Urban Area Security Initiative Funds] to local governments, support all required NIMS compliance requirements.

	Disabled (enable | edit | delete) 
Guidance: Here is an example of how we are doing this at the state level. One of the big initiatives in NIMS is interoperable communications. Grant guidance requires radios to be P-25 compliant. 

	5. Ensure Federal Preparedness Funding support NIMS 
Compliance Objective 5: Routinely include NIMS compliance objectives in all audits, conducted by audit agencies and review organizations, associated with Federal Preparedness Awards.

	(create) 

	Preparedness: Planning Compliance Objectives 

	7. Revise and update plans 
Compliance Objective 7: Revise and update local government emergency operations plans (EOPs), standard operating procedures (SOPs), and standard operating guidelines (SOGs) to incorporate NIMS and National Response Framework (NRF) components, principles and policies, to include planning, training, response, exercises, equipment, evaluation, and corrective actions.

	(create) 

	8. Promote and develop intrastate and interstate mutual aid agreements 
Compliance Objective 8: Promote and/or develop intrastate and interagency mutual aid agreements and assistance agreements (to include agreements with the private sector and NGOs).

	Disabled (enable | edit | delete) 
Guidance: There are plenty of mutual aid agreements and assistance agreements throughout states to include but not limited to the Maryland Emergency Management Assistance Compact. Agreements with the private sector can include agreements with Wal-Mart for POD sites, etc. NGO mutual aid can include MOA’s with the Humane Society for pet sheltering, the Red Cross for shelters, and the Salvation Army. 

	Preparedness: Training Compliance Objectives 

	9. Utilize existing resources to coordinate and deliver NIMS training 
Compliance Objective 9: Use existing resources such as programs, personnel and training facilities to coordinate and deliver NIMS training.

	Disabled (enable | edit | delete) 
Guidance: This question is unclear. Basically, what it is asking is if you have integrated NIMS into pre-existing programs such as EOC representative programs. Etc. If you use pre-existing personnel to help teach the program and if you use your facilities located in your jurisdiction to conduct the training. 

	10. Complete IS-700 NIMS: An Introduction 
Compliance Objective 10: Ensure that IS-700 NIMS: An Introduction training is completed by appropriate personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	Disabled (enable | edit | delete) 
Guidance: If you are unsure on who needs to have what level of training go to http://www.mema.state.md.us/NIMS/index.jsp and reference the Maryland Emergency Management Agency's NIMS-Compliant Training Reference Chart or refer to your agency's NIMS Implementation Plan. 

	11. Complete IS-800a/b NRF: An Introduction 
Compliance Objective 11: Ensure that IS-800a/b National Response Framework: An Introduction training is completed by appropriate personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	12. Complete ICS-100 Introduction to ICS 
Compliance Objective 12: Ensure that ICS-100: Introduction to ICS training is completed by appropriate personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	13. Complete ICS-200 ICS for Single Resources and Initial Action Incidents 
Compliance Objective 13: Ensure that ICS-200: ICS for Single Resources and Initial Action Incidents training is completed by appropriate personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	14. Complete ICS-300 Intermediate ICS 
Compliance Objective 14: Ensure that ICS-300: Intermediate ICS training is completed by appropriate personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	(create) 

	(New) Complete ICS-400 Advanced ICS 
FY2009 Compliance Objective: Ensure that ICS-400: Advanced ICS training is completed by appropriate personnel (as identified in the Five-Year NIMS Training Plan, February 2008).

	Disabled (enable | edit | delete) 
Guidance: ICS 400 is a FY '09 requirement. 

	Preparedness: Exercises Compliance Objectives 

	15. Incorporate NIMS concepts and principles into all training and exercises 
Compliance Objective 15: Incorporate NIMS concepts and principles into all appropriate training and exercises.

	(create) 

	16. Plan and/or Participate in all-hazards exercise program 
Compliance Objective 16: Plan for and/or participate in an all-hazards exercise program [for example, Homeland Security Exercise and Evaluation Program] that involves emergency management/response personnel from multiple disciplines and/or multiple jurisdictions.

	Disabled (enable | edit | delete) 
Guidance: Remember the concepts of capabilities based planning. If you exercise to certain hazards specified within your hazard and vulnerability assessment that is great. If you exercise your capabilities during that exercise you are exercising your ability to prepare for, respond to, and recover from all hazards that is better. For those agencies that participated in the May Hurricane Exercise you can click "yes" to each of 16.2 questions. For 16.3 remember exercises such as Calvert Cliffs, PeachBEX, the May Functional Exercise, the NCR Senior Leaders TTX, the Statewide Pandemic Flu Exercise, etc. 

	17. Incorporate corrective actions into preparedness and response plans and procedures 
Compliance Objective 17: Incorporate corrective actions into preparedness and response plans and procedures.

	Disabled (enable | edit | delete) 
Guidance: All exercises should have AAR’s and Improvement Plans attached. Those AAR’s and Improvement Plans should outline your corrective actions. So basically, do you fix what you identify to be a problem? Potential fixes often include buying equipment to fill a gap, fixing an existing plan, and training. 

	Communications and Information Management Compliance Objectives 

	18. Apply Common and Consistent Terminology 
Compliance Objective 18: Apply common and consistent terminology as used in NIMS, including the establishment of plain language (clear text) communications standards.

	(create) 

	19. Utilize Systems, Tools and Process to present consistent and accurate information 
Compliance Objective 19: Utilize systems, tools, and processes to present consistent and accurate information (e.g., common operating picture) during an incident/planned event.

	Disabled (enable | edit | delete) 
Guidance: Systems include WebEOC. Tools would include Incident Log within WebEOC. Processes include incorporating the use of these systems and tools within your plans. 

	Resource Management Compliance Objectives 

	20. Inventory response assets to conform to NIMS National Resource Typing Definitions 
Compliance Objective 20: Inventory response assets to conform to NIMS National Resource Typing Definitions, as defined by FEMA's Incident Management Systems Integration Division.

	Disabled (enable | edit | delete) 
Guidance: Resources were inventoried and typed to conform to NIMS National Resource Typing Definitions Statewide in 2004-2005. All typed resources can be found in the Resource Inventory Board in WebEOC. 

	21. Utilize response asset inventory 
Compliance Objective 21: Utilize local government response asset inventory for intrastate and interstate mutual aid requests [such as Emergency Management Assistance Compact (EMAC)], training, exercises, and incidents/planned events.

	(create) 

	22. Ensure Interoperability 
Compliance Objective 22: Ensure that equipment, communications and data systems acquired through local acquisition programs are interoperable.

	(create) 

	23. Initiate development of credentialing system 
New in FY2008 Compliance Objective 23: Initiate development of a jurisdiction-wide system to credential emergency management/response personnel to ensure proper authorization and access to an incident, including those involving mutual aid agreements and/or assistance agreements.

	Disabled (enable | edit | delete) 
Guidance: The operative word here is “initiate.” It is not expected that all local jurisdictions have a credentialing program established. 

	Command and Management Compliance Objectives 

	24. Manage incidents/planned events is accordance with ICS 
Compliance Objective 24: Manage all incidents/ planned events in accordance with Incident Command System (ICS) organizational structures, doctrine and procedures. ICS implementation must include the consistent application of Incident Action Planning (IAP) and common communications plans, as appropriate.

	Disabled (enable | edit | delete) 
Guidance: The Common Communication Plan is used during an incident or event when operational and support units from various agencies are involved and need to maintain communications. 

	25. Multi-agency Coordination System 
Compliance Objective 25: Coordinate and support emergency management and incident response activities through the development and use of integrated Multiagency Coordination System (MACS) [i.e., develop and maintain connectivity between local Incident Command Posts (ICP), local 911 Centers, local Emergency Operations Centers (EOCs), the State/Territorial EOC, and Regional and Federal EOCs and NRF organizational elements].

	Disabled (enable | edit | delete) 
Guidance: TIP: Multi-Agency Communication Centers (MAC’s) include EOC’s, multi-agency fusion centers, etc. Just within your EOC you probably do all of these things. 

	26. Public Information 
Compliance Objective 26: Institutionalize, within the framework of ICS, Public Information, [e.g., Joint Information System (JIS) and a Joint Information Center (JIC)] during an incident/planned event.

	Disabled (enable | edit | delete) 
Guidance: Is there the ability for local PIO’s to establish a Joint Information System (JIS) to communicate and synchronize information during an incident? Is there a physical location (JIC) PIO’s can go to communicate and synchronize information during an incident? Do you have a list of individuals that can serve as PIO? 

	27. Public Information: Ensure information is gathered, verified, coordinated and disseminated 
Compliance Objective 27: Ensure that Public Information procedures and processes can gather, verify, coordinate, and disseminate information during an incident/planned event.

	Disabled (enable | edit | delete) 
Guidance: Do your PIO’s have a process to do the tasks listed? 


